**ГЛАВНОЕ УПРАВЛЕНИЕ МВД РОССИИ ПО**

**СВЕРДЛОВСКОЙ ОБЛАСТИ ПРЕДУПРЕЖДАЕТ:**

**БУДЬТЕ БДИТЕЛЬНЫ И ПРЕДУПРЕДИТЕ КОЛЛЕГ, ЗНАКОМЫХ И РОДСТВЕННИКОВ О СПОСОБАХ МОШЕННИЧЕСТВА**

**Хищение денежных средств с банковских карт:**

- не передавайте карту посторонним лицам

- не сообщайте никому реквизиты своей банковской карты и ПИН-код

- не переводите деньги на незнакомые телефоны

**Хищение денежных средств с использованием телефонных звонков и СМС-уведомлений:**

- не верьте людям, представляющимися сотрудниками правоохранительных органов, которые сообщают, что Ваш родственник совершил преступление и предлагают свою помощь за деньги

- не производите никаких действий по просьбам, полученным по телефону от посторонних лиц

- не верьте информации о выигранных призах, если не принимали участие в их розыгрыше.

**Хищение денежных средств с помощью интернета и социальных сетей:**

- не переводите деньги неизвестным лицам через анонимные платежные системы

- не переходите по ссылкам для получения оплаты или покупки товара, которые внешне похожи на бесплатные интернет-порталы «Авито» или «Юла»

- не пользуйтесь сомнительными программами в компьютере и телефоне.

**Хищение денежных средств под предлогом: «Ваш сын, дочь, близкий родственник попал в беду:**

- Не поддавайтесь панике, тревоге, сначала позвоните и убедитесь что с Вашим близким все в порядке, **в 99,9% случаях это осуществляют звонки МОШЕННИКИ!**

**По всем фактам и подозрениям о мошенничестве немедленного обращайтесь в полицию по телефонам «102» или «112».**

**Телефон дежурной части МУ МВД России «Нижнетагильское»: 8(3435)97-60-02; 97-68-02**
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